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“Happy 2036! Welcome to the investigative segment of Universal holo-Production Networks 
(UPN),” intoned Ellie Smith, UPN reporter. “Today’s show is an exposé on the ever-present 
threat of identity theft. We will interview individuals whose lives have been affected by this 
crime. To protect their identities, we won’t be using their real names.	  

“Our first guests join us from Paris.” (The screen blurs then focuses on a toddler and her mother). 
“Madeline is a well-known author of children’s books.  Welcome to E-Line, Madeleine. Please 
tell our viewers about your experience with identity theft.” 

Madeleine looks nervously into the camera. “My daughter was born eighteen months ago. We 
sent birth announcements via mybabybirth.com. Congratulatory messages flooded our social network – many from people 
we didn’t even know. We opened a savings account for our daughter with the digi-cash that I inherited, adding 10,000 
digi-dollars from the sale of my books each month. In September we received a message from the bank noting that her 
account had been closed.  I immediately messaged the bank and discovered all the digi-cash was gone. I had heard stories 
about children being victims of identity theft, but I never imagined my tiny baby would be a target.” 

Ellie looks sympathetically at Madeline.  “I’m sure this has been a traumatic experience for you and your family.”  She 
turns to the camera.  “Our next guests, Susan and John, are from Arizona. Please tell us how your family was victimized.” 
(Again, the screen blurs and an Arizona landscape appears behind the elderly couple who sit with clasped hands).  

The gray-haired lady glances at her husband’s face before she starts to talk.  “The horror started with the death of our son.  
Ten months after his death, we began receiving threatening e-messages from creditors. They claimed our son had been 
opening credit card accounts, had bought a new hovercraft, and even signed the lease on an apartment in Phoenix – all 
after his death. We hadn’t even posted an obituary online. Evidently the information about his death had been obtained 
after a data breach in the hospital database.” 

Ellie leaned forward. “I am so sorry you had to deal with this situation, especially while coping with your son’s death, but 
you are not alone.” Ellie addresses the camera. “According to recent statistics, more than 20 million people were victims 
of identity theft in 2035. Most are like Madeline, Susan or John, who have experienced the misuse of personal accounts 
and the loss of digi-cash. Unfortunately, other incidences of identity theft are even more frightening.  The screen refocuses 
on a young man.  “Please tell us your story, Joe.” 

 “Well, I was in the security line at the airport. After the TSA agent checked my ID, he touched his communicator, 
making a call. Other agents arrived, escorting me to a small room where I was read my rights. I spent a week in jail while 
my lawyer tried to straighten out the mess. Apparently, a drug dealer had used my name when he was arrested in June.  I 
had been mistakenly charged with dealing drugs.  My legal fees to straighten this out were over $50,000.” 

Ellie looks into the camera. “As you can see, there are all types of identity theft.  My final guest, Dr. Gavin Harrison, is an 
expert in identity theft prevention and recovery.” 

A hologram listing identity theft methods appears behind Dr. Harrison as he speaks.  Phishing, familiar fraud, scammers, 
skimmers, and even DNA theft are all big problems. Thieves continue to find more ways to steal the identity of others, 
and they are getting smarter and smarter. Law enforcement and even global Information Technology corporations can’t 
always find these criminals.  We need new ideas for addressing this problem.  

International law enforcement leaders are pleading with Future Problem Solvers from around the globe for their 
assistance. Consider the challenges the world’s citizens face in dealing with identity theft and come up with an Action 
Plan to help.	

	 	
























